
Campus Technology Committee (CTC) 
January 21, 2025, 2:00 – 3:00 pm  

Agenda 
Meeting scheduled via Zoom 

1. Updates and Discussion  
1.1 From the December meeting 

1.1.1 We announced the recent change from UW WiFI to Eduroam 
1.1.2 Google Drive Discussion (pending for more info) 

1.2 SPSS Licenses 
1.3 Adobe Acrobat Licenses 
1.4 Read AI 

On Tuesday, January 21, UW-IT will block Read AI due to data privacy and security concerns. Read 
AI is a product that joins and records meetings to generate a meeting summary and other 
information about the meeting.  On January 21, UW-IT will:  
• Designate Read AI as "unsanctioned" in Microsoft Cloud App Security.  
• Block Read AI's Teams and Outlook apps 
• Disable Read AI's Entra Application  

1.5 Changes for Zoom  
1.5.1 Effective January 2, 2025, the login duration for UW Zoom will be extended from 

12 hours to 30 days. With an extended login duration, remembering to sign out of 
Zoom becomes more important. 

1.5.2 Signing Out from Zoom Desktop and Mobile App 
With this change, the Zoom desktop and mobile app will remain logged in for 30 
days. Quitting the Zoom desktop and mobile app will not log you out of Zoom. To 
log out of Zoom within the 30-day login session, click your profile photo in the top-
right corner, then click Sign out. Be sure to also sign out of UW Zoom on the 
browser. Learn more about UW NetID sign out. 

1.5.3 Signing Out from Zoom Browser Session 
UW Zoom browser sessions will also remain logged in for up to 30 days. In many 
situations, you can sign out of the browser simply by exiting your web browser. 
However, some browsers use a “continue where I left off” or similar setting to 
keep you signed in, even if you exit your browser. To be confident you are signed 
out, clear your browser’s cookies. 

 
2. STFC (Susan Palmer) 

 
3. Accessibility Related Support for faculty (Jenny Xiao) 

 
4. UW Tacoma Data Governance 

Our Institutional Research Unit and the Registrar have recently coordinated to form a data 
governance group for UW Tacoma, under UW I & T Governance board.  The link of the 
current members of UW Tacoma Data Governance Team is for your reference.  

https://itconnect.uw.edu/tools-services-support/access-authentication/uw-netids/weblogin/#logout
https://itconnect.uw.edu/guides-by-topic/computers-printing/clear-cache/
https://www.tacoma.uw.edu/ir/data-governance


5. Tri-campus I & T Enterprise Technology Board Update  
5.1 Office 365 Recommendation 

Recent Changes to UW Google contract have focused attention on the differences in the 
two collaborative service suites, UW google and UW Office 365. Recommendations 
include – (a) reducing our reliance in the UW Google service by working to increase 
departmental adoption of UW Office 365; and (b) acknowledging full retirement of UW 
Google may not be possible for some time, if ever, given the advantages it currently has 
over UW Office 365 (better integration with academic tools, external file sharing, etc.) 
 

5.2 M365 Copilot Recommendation and Timeline 
5.2.1 Advance M365 Copilot development via pay to play model among self-selected/ 

targeted users 
5.2.2 Inform potential purchases of Copilots value proposition and improve value by 

adopting a time limited proration on licensing costs through standard UW-IT 
licensing process. 

5.2.3 Support user adoption with M365 Copilot help resources and learning 
opportunities with lightweight operational support. 

5.2.4 Implement Varonis for data protection, deploy M365 Copilot under Protected 
Health Information (PHI) Business Associates Agreement and continue to mature 
security, privacy and data governance controls. 

 
6. Tri-campus I & T ADA Digital Accessibility Board Update 

6.1 Substantial Compliance is defined as: 
6.1.1 Implementing the policy, practices, procedures that reduce the development and 

deployment of less than compliant digital assets 
6.1.2 Remediation of high-traffic and high-impact digital assets 

• UW.edu/ Washington.edu 
• Online Courses and Course Materials 
• Student / public service systems 

6.2 Procurement Letter to Vendors 
6.2.1 Cite DOJ & DHHS compliance requirements 
6.2.2 Partnership Impact 
6.2.3 Vendor Requirements 

• Create an Accessibility Conformance Report (AVR) for each product or service 
• Create a roadmap for resolution of non-compliance 
• Procurement Services Supplies Website 

 
7. Join Zoom Meeting 

https://washington.zoom.us/j/94470222950?from=addon 
Meeting ID: 944 7022 2950 

https://washington.zoom.us/j/94470222950?from=addon
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